
 

* In the form of yourmachinename.{yourorganizationdomain}: Unless otherwise specified, the default domain name (next 
to the certificate name), that will be used for authentication, is your e-mail domain name. 

APPLICATION FOR OBTAINING A MACHINE DIGITAL CERTIFICATE  

FOR LEGAL ENTITIES  

LEGAL ENTITY 

Organization:  

Address:  

City:                            Postal Code:  

Country:  

CERTIFICATE HOLDER OR TECHNICAL REPRESENTATIVE 

Name:  

Surname:  

E-mail:  

CERTIFICATE DETAILS 

Certificate Name 
(FQDN*):  

LEGAL AND DATA PRIVACY STATEMENT 

Please read the documents (a) Subscriber agreement https://repo.harica.gr/documents/SA-ToU_EN.pdf (b) 
Privacy Policy (section 9) the PKI Disclosure statement http://www.harica.gr/documents/PDS-EN.pdf (c) Data 
Privacy Policy http://repo.harica.gr/documents/Data-Privacy-Statement-EN.pdf (d) Certification Policy and 
Certification Practices Statement http://www.harica.gr/documents/CPS-EN.pdf with reference to Data 
Retention Policy (section 5.5.2). Obligations for proper usage of certificates (e) Issuance of Digital Certificates 
using HARICA Trusted Authority https://documents.acer-remit.eu/category/remit-reporting-user-package/. 
HARICA documentation about practices and policies is here http://repo.harica.gr/procedures.php. 

 

 

Place Date:           Signature:  

 


